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A B S T R A C T

Due to the vast number of substations at the distribution level and increased costs of differential busbar
protection, DSOs are in search of cost-effective protection schemes for busbar protection. This includes the
use of various communication-based protection schemes, such as the reverse-blocking schemes used at Stedin.
However, due to impedance grounding, the single-phase-to-ground short circuit currents have small values
in medium voltage impedance-earthed distribution grids. As a result, the reverse-blocking scheme fails to
detect this type of fault. This paper introduces a novel distributed protection scheme based on the detection
of zero-sequence components of the currents and voltages and the negative-sequence current component. The
proposed scheme successfully detects single-phase-to-ground busbar faults by using the standard settings of the
widely available overcurrent IEDs, and an IEC 61850 communication between them. Firstly, the detection of
the zero- and negative-sequence current components is used to distinguish between a busbar and a feeder fault.
Secondly, zero-sequence voltage detection is used to distinguish between the faulty and healthy sections of the
busbar when the busbar coupler is opened. This also increases the proposed scheme’s reliability by avoiding
miss-operation due to human errors during maintenance or testing. The grid is modeled in a Real Time Digital
Simulator (RTDS), and a Hardware-in-the-Loop (HiL) simulation is carried out to test the protection scheme.
The extensive simulations show the strengths and the limitations of the proposed scheme. Based on the research
results, the developed protection scheme is implemented as a standard protection scheme in all of Stedin’s new
distribution substations.
1. Introduction

Busbars are switchgear components where all the pieces of power
system equipment are connected to. They collect the electric power
of the incoming feeders and distribute it to the outgoing feeders [1].
As such, they play an important role in the overall reliability of the
electrical network. A false trip of the busbar system’s protection scheme
can threaten the system’s stability. It can have a similar effect as a
simultaneous fault on all of the elements connected to the busbar [2].
Nevertheless, at the same time, failing to clear a fault on the busbar
or even a slow operation of the protection may lead to cascaded
tripping [3]. The busbar differential protection is widely used as a
dedicated protection scheme for the busbar systems, which operates
on Kirchhoff’s current law principle [4]. When applied correctly, it is a
fast and a reliable scheme that can fully discriminate between a fault
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inside the protected zone (the busbar system), and a fault outside the
zone [5]. However, when using differential protection from different
vendors, the major challenge is the required investment in the IED
infrastructure and communication channels among the respective IEDs.
That is why power utilities use other alternatives for busbar protection.
This is mainly done by the Distribution System Operators (DSOs), which
due to their large number of stations and feeders, consider economically
more viable alternative solutions [6,7].

A widely used solution is the reverse-blocking scheme or inter-
locked overcurrent scheme [8–10]. It is a distributed scheme that uses
communication between the overcurrent IEDs of the incoming and
outgoing feeders connected to the busbar. This scheme is based on
the fact that state-of-the-art IEDs can provide an instantaneous start
signal, indicating that the IED is measuring an operating value above
vailable online 12 July 2023
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the set threshold. The incoming feeder overcurrent IED will detect a
downstream fault but cannot distinguish between a fault on the busbar
or an outgoing feeder, as the fault current level can be similar. That is
why the above-mentioned instantaneous start signal from the outgoing
feeders IEDs is used to block the operation of the incoming feeders
IEDs when the fault is on the outgoing feeder. The IEC 61850 GOOSE
communication can be used to exchange these signals over an Ethernet
network [11,12].

Stedin, as a DSO in the Netherlands is responsible for the operation
of the sub-transmission and distribution network in the provinces of
South Holland, Utrecht, and Zeeland. The reverse-blocking scheme is
widely used to protect the busbar systems for lower voltage levels (10
kV, 13 kV, and 21 kV). A standardized 10 kV substation of Stedin
is grounded through a zig-zag (ZZ) transformer, a particular type of
transformer used to provide a star-point in delta-connected networks,
through which the network can be grounded [13,14]. The resistance
through which the ZZ transformer star point is earthed, is chosen in a
way to limit the current that passes through the ZZ transformer itself,
in a case of a single-phase-to-ground (LG) fault, to 1000 A. This current
limitation causes the reverse-blocking scheme’s blinding, as the current
that passes through the incoming feeder IED is too low to trigger the
overcurrent settings [15]. There are some incidents reported where in
these networks, the reverse-blocking scheme was blinded during LG
faults and failed to detect them, which led to considerable damage in
the network.

This paper addresses the problem of protection blinding and focuses
on busbar protection in the case of LG faults in impedance-earthed
networks. The method is based on detecting the zero-sequence and
negative-sequence current components in the outgoing feeders and the
zero-sequence voltage measurements on the busbar. The analysis is
conducted using data provided by the substation’s IEDs, which use
the established Ethernet network in the substation as a means of
communication.

The paper is organized as follows. The methodology is explained in
Section 2, where the concept is thoroughly elaborated. Section 3 deals
with testing the method in a real-time environment using hardware in
the loop (HiL) simulation. The applicability of the proposed protection
scheme is tested on the typical 10 kV substation design of Stedin, and
the results are presented in Section 4. Finally, meaningful conclusions
are elaborated in Section 5.

2. Proposed methodology

A typical design of a 10 kV Stedin substation is illustrated in Fig. 1,
where the relevant IEDs and circuit breakers (CBs) are also indicated.

The substation is linked to the 50 kV external grid by two identical
50/10.5 kV transformers in a delta-star connection. One ZZ transformer
is used to ground the network through a resistance, while the other
serves as a backup. The shielding connections of the cable joints in
Stedin’s 10 kV network are normally 2 × 6 mm2 Cu. They can be
a bottleneck for the earth-fault current if its magnitude significantly
exceeds 1000 A. That is why, according to Stedin’s policy, the value of
the earth-fault current during LG faults is limited to 1000 A. In order
to achieve that, the zero-sequence resistance of the ZZ transformer has
to be set to 18 Ω.

The short-circuit power (𝑆𝑘′′) of the external grid, the transformers
Tr1 and Tr2 rated power (𝑆𝑟𝑎𝑡𝑒𝑑) and short-circuit voltage (𝑢𝑘), the
outgoing feeder parameters, as well as the value of the neutral resistor
are presented in Table 1, while the impedances of the incoming feeder,
the busbar sections and the winding of the ZZ transformer are neglected
because of their small value.

The busbar system consists of two sections (Section 1 and Section 2),
which can be coupled or de-coupled through the bus section coupler.
For simplicity, the analysis of the LG fault is done for one section
only. However, one should keep in mind that the same principles
hold for the elements of the second section also. The bus section
2

Fig. 1. One-line diagram of a typical 10 kV substation of Stedin.

Table 1
Network parameters.

External grid Sk′′ [MVA] 500

S𝑟𝑎𝑡𝑒𝑑 [MVA] 30Tr1 and Tr2 u𝑘 [%] 12.7

Neutral resistor R0 [A∕s] 1000/3

R1 [Ω] 0.194
X1 [Ω] 0.083
R0 [Ω] 2.46Outgoing feeder

X0 [Ω] 0.13

Fig. 2. One-line diagram of the zero-sequence system in case of an LG fault on Section
1.

coupler is open for the following analysis, and the LG fault occurs in
Section 1. In this network, there is only one ‘source’ of a zero-sequence
current component, which is the ZZ1 transformer. As transformer Tr1
is with a star-delta connection, according to the theory of symmetrical
components [16], it will not provide a zero-sequence current in case of
an LG fault in Section 1. This is also noticeable from the zero-sequence
representation of the network in case of an LG fault on Section 1 when
the bus coupler is open. This representation is shown in Fig. 2, where
𝑋0𝑒𝑔 , 𝑋0𝑇𝑅1 and 𝑋0𝐼𝑁1 are the respective zero-sequence impedances
of the external grid, transformer Tr1 and the incoming feeder 1. In
contrast, 𝑋0𝑍𝑍_𝑇𝑅 and 𝑅0𝑍𝑍_𝑇𝑅 are the zero-sequence reactance and
resistance of the transformer ZZ1.

From Fig. 2, it is clear that the zero-sequence component of the
fault current circulates only between the ZZ transformer and the fault
location. This means that whenever an LG fault occurs on the busbar or
the outgoing feeder, the IED R_ZZ1 will detect a sufficient magnitude
of a zero-sequence current component. However, when the fault is on
the outgoing feeder, the zero-sequence current will also be detected
by R_OUT. On the contrary, no significant zero-sequence current will
pass through R_OUT when the fault is on the busbar system. Indeed,
a small capacitive zero-sequence current will pass due to the cable
capacitance [17]. However, the magnitude of this current is small and
can be neglected. This unique zero-sequence current distribution gives
the basis of the operation of the proposed scheme.
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The earth-fault overcurrent protection setting (𝐼𝑒>) of R_ZZ1 is used
as one of the bases for the proposed scheme. This stage’s setting is
chosen to be triggered every time an LG fault occurs in the 10 kV busbar
system. From [6], the symmetrical components of an LG fault current
can be calculated according to Eq. (1):

𝐼1 = 𝐼2 = 𝐼0 =
1
3
∗

√

3𝑈𝑛
𝑍1 +𝑍2 +𝑍0

, (1)

where 𝑍1, 𝑍2, and 𝑍0 are the positive, negative, and zero-sequence
impedances seen from the fault location, respectively, and 𝑈𝑛 is the
nominal voltage of the network. From the data provided in Table 1,
it can be calculated that in case of an LG fault in the 10 kV network,
𝑍0 ≫ 𝑍1 and 𝑍0 ≫ 𝑍2, and at the same time 𝑍0 ≈ 𝑅0𝑍𝑍_𝑇𝑅. According
to this, the following approximation can be made:

𝑍1 +𝑍2 +𝑍0 ≈ 𝑅0𝑍𝑍_𝑇𝑅 (2)

Following this, (1) can be simplified, and 𝐼0 can be calculated as:

𝐼0 =

√

3𝑈𝑛
3𝑅0𝑍𝑍_𝑇𝑅

(3)

The 𝐼𝑒> threshold is correspondingly chosen as:

𝐼𝑒> = 0.75𝐼0 (4)

The coefficient of 0.75 in (4) accounts for the approximations done in
the above-explained equation but also for the imperfections of the IED
measurements and any additional small fault resistance.

Eq. (3) implies that the zero-sequence current value depends only
on the zero-sequence resistance of the ZZ transformer, so it will have an
almost identical value regardless of whether the LG fault is on Section
1, the outgoing feeder or on the feeder connecting the ZZ transformer.
However, due to selectivity, this protection scheme should not operate
for the latter two, and the protection of the respective elements should
clear the faults. For this reason, the 𝐼𝑒> setting of R_ZZ1 has to be
blocked from operation in these two cases.

Namely, when the LG fault is on the outgoing feeder, the R_OUT IED
will also detect a zero-sequence current component. When this happens,
R_OUT sends the instantaneous start signal (𝐼𝑒>.𝑆𝑡𝑟) that blocks the
operation of the 𝐼𝑒> stage of R_ZZ1.

On the other hand, when the fault is on the ZZ transformer feeder,
R_ZZ1 will detect the negative-sequence current component, which
will be fed in from the external grid. That is why the instantaneous
start signal (𝐼𝑛𝑒𝑔.𝑆𝑡𝑟) of R_ZZ1 is internally used in the same IED to
block the 𝐼𝑒> setting. Both the conditions (zero-sequence and negative-
sequence values) start independently. Hence, it is not necessary that
one of the conditions should be fulfilled prior to the other one in order
to issue the trip command. The interaction between this monitoring of
the different values is only when one of the conditions blocks the other.
Thus, no time delay is strictly introduced by monitoring different values
simultaneously.

From Eq. (1), we have that in a case of an LG fault, 𝐼2 = 𝐼0.
Following this and Eq. (3), we can obtain that the threshold of 𝐼2 can
be chosen in the same way as the one of 𝐼𝑒.

If none of the blocking signals is received by R_ZZ1 (i.e., the LG fault
is on the busbar), the 𝐼𝑒> setting is allowed to operate, and after the
appropriate time setting expires, it will provide an 𝐼𝑒>.𝑂𝑝 operational
signal. However, this operational signal is not coupled as a tripping
signal to CB4. Instead, it is sent as an operational signal to both R_IN1
and R_IN2, i.e. it is sent to the IEDs of all of the incoming feeders.

The receiving of the 𝐼𝑒>.𝑂𝑝 is one of the conditions for R_IN1 and
R_IN2 to issue the trip signals to CB1 and CB2, respectively. As the
busbar protection significantly influences the overall operation and
reliability of the network, it was decided to add an additional condition
for protection operation. For the second criterion, upon receiving the
𝐼𝑒>.𝑂𝑝 signal from R_ZZ1, the IEDs R_IN1 and R_IN2 will also have to
detect a considerable magnitude of zero-sequence voltage, the thresh-
old of which is set to 0.3 ∗ 𝑈𝑛, where 𝑈𝑛 is the nominal voltage of
3

Fig. 3. Operational flowchart of the protection scheme.

the network. The threshold is chosen in a way that the protection will
not operate during normal conditions; however, it is sensitive enough
to operate in case of LG faults. This threshold could be a potential
jeopardizing factor in case of High-impedance faults (HIF). However,
since the Dutch distribution grid is almost 100% a cable grid, and the
developed scheme is a busbar protection scheme, HIFs are not expected.

The zero-sequence voltage detection is not used as the main crite-
rion for the protection scheme as it is a more global parameter for the
network; thus, it cannot indicate whether the fault is on the busbar or
an outgoing feeder. It is used only to distinguish between the healthy
and the faulty section when the bus section coupler is open, and an LG
fault occurs on one of the sections. In this topology, since both of the
sections are de-coupled, on the healthy section, there will be no zero-
sequence voltage detection; thus, that section will continue to operate
uninterrupted.

This implies that in the specific case, for R_IN1, both conditions
are fulfilled, which makes the IED sends a trip signal to CB1. On the
other hand, the healthy section will not experience any zero-sequence
voltage, so the respective incoming feeder IED (R_IN2 in this case) will
not be able to provide a trip command to the CB (CB2 in the specific
case). Additionally, this condition will prevent false trips in case of a
human error during maintenance and/or normal operation.

Fig. 3 visually shows the operational logic of the proposed protec-
tion scheme.

The same explanation holds when ZZ2 is in service; thus, the
same settings and blocking signals are implemented in R_ZZ2 also.
The scheme’s principle of operation is unchanged when Section 1 and
Section 2 are coupled through the bus section coupler. One should note
that the value of the thresholds for the zero- and negative-sequence
current detection (0.75 ∗ I0), as well as the coefficient for the zero-
sequence voltage detection (0.3 ∗ Un), should serve only as a guideline,
and can be modified based on the network where this protection
scheme is to be implemented.

Stedin, as a stakeholder, decided that no selectivity between the two
sections would be introduced when the sections are coupled through
the bus section coupler.

A selectivity requirement could be included by adjusting the protec-
tion scheme logic. However, more signals will be needed for properly
selecting the faulty section by using the CB position signals from both
ZZ transformers, the incoming feeders, and the bus section coupler to
determine the network topology. Afterward, a separation between the
faulty and healthy sections can be achieved based on the network topol-
ogy and whether the bus section coupler IEDs detect a zero-sequence
current. However, this will lead to a more complicated protection
solution, which will also be more challenging to test and maintain. This
increased complexity could lead to a more error-prone behavior of the
protection system, which may result in unwanted trips.
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Table 2
Current transformer data.

Ratio 2500/1 A (CT1, CT2)
600/1 A (CT3, CT4, CT5)

Secondary side resistance 0.5 Ω
Secondary side inductance 0.0008 H
Burden series impedance 0.5 Ω
Burden series inductance 0.035 H
Cross-sectional area 0.0065 m2

Path length 0.5 m

Table 3
Voltage transformer data.

Ratio 10 500/110 V
Secondary side resistance 11.3 Ω
Secondary side inductance 6 H
Secondary series resistance 0.00055 Ω
Secondary series reactance 0.00029 H
Burden series resistance 4.55 Ω
Burden series reactance 0.00053 H
Burden parallel resistance 2298 Ω
Cross-sectional area 0.001 m2

Path length 1.88 m
Initial remanencex 0.0 p.u.

3. Methodology real-time implementation

RTDS® was chosen as a platform to test the proposed methodology,
as it is proven to be a reliable platform for modeling and testing
protection schemes [18,19]. The electrical grid under consideration
is modeled in the RTDS proprietary software - RSCAD. One physical
IED from the manufacturer Sprecher® is connected as a hardware-
in-the-loop device. It was intended to have more than one physical
relay; however, due to testing limitations, only one relay was managed
to be physical. This physical IED represents the IED R_ZZ1, while
the rest of the IEDs are virtual. The virtual IEDs are non-directional
overcurrent IEDs from the RSCAD proprietary library. Virtual current
and voltage transformers from the RSCAD library are used with their
default parameters, as presented in Tables 2 and 3.

The simulated currents are fed to the physical IED as analog inputs
through an Omicron® CMS-156 amplifier. The tripping and blocking
signals between the virtual and physical IEDs are transmitted as GOOSE
messages using the IEC 61850 protocol. A necessary modification was
done, and the GOOSE messages from the Sprecher IED are not routed
through the network switch to the RTDS but are directly coupled.
Furthermore, the GOOSE messages from the RTDS are subscribed to an
Omicron ISIO box, which translates them to binary outputs and passes
them to the Sprecher IED. The overall scheme for the real-time testing
of the algorithm can be seen in Fig. 4.

4. Study case

The proposed protection scheme is tested on a typical 10 kV substa-
tion design of Stedin. Faults are simulated in five different locations: on
both of the sections, on the bus coupler itself, on the outgoing feeder,
and the ZZ transformer 1 feeder, as shown in Fig. 5. The simulations are
carried out for all of the operational topologies. The provided results
are for simulated LG faults involving phase A, with a fault resistance of
0.001 Ω and an inception angle of 0◦.

Four different operational topologies can be derived from the basic
one-line diagram of the substation:

• Topology 1: The bus section coupler is opened, so both sections
are disconnected. Section 1 is energized and grounded through
Tr1 and ZZ1, respectively, while Tr2 and ZZ 2 are used for the
energization and grounding of Section 2.
4

Fig. 4. Hardware-in-the-Loop scheme using an RTDS, Sprecher IED, Omicron amplifier,
Omicron ISIO box and a network LAN switch.

Fig. 5. Test network used for the simulations, with the fault locations.

• Topology 2: The sections are connected through the bus section
coupler; however, only Tr1 and ZZ1 are used to energize and
ground the busbar system, respectively.

• Topology 3: The sections are connected through the bus section
coupler, and both Tr1 and Tr2 are used to energize the busbar
system. However, the grounding is done only through ZZ1.

• Topology 4: The sections are connected through the bus section
coupler, and both Tr1 and Tr2 are used to energize the busbar
system. The grounding is completed by connecting both ZZ1 and
ZZ2.

It should be noted that according to Stedin’s policy, only one ZZ trans-
former is allowed to operate at a time, which implies that Topology 4 is
not allowed to be an operational one. However, for a short time, when
the two sections are to be disconnected, the second ZZ transformer is
switched-in before the bus coupler is opened. That is the reason why
this topology is also taken as a part of the investigation.

The settings of the IEDs were realized in compliance with the
policy of Stedin and with the above-explained calculations, and for this
characteristic network they are presented in Table 4. Only the settings
that are used in this protection scheme are presented in the table. The
time settings for 𝐼𝑒> of R_ZZ1 and R_ZZ2 are set to 0.3 s to comply with
the time settings of the already installed busbar protection in Stedin’s
substations. No time delay is introduced for the zero-sequence voltage
detection in R_IN1 and R_IN2, as this is only the second condition
for the trip signal from these IEDs. For R_OUT, the time setting of
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Table 4
Protection settings of the IEDs.

R_ZZ1 and R_ZZ2 Protection setting I [A] t [s]

𝐼𝑒> 250 0.3
𝐼𝑛𝑒𝑔> 250 0.3

R_OUT Protection setting I [A] t [s]

𝐼𝑒> 150 0.9

R_IN1 and R_IN2 Protection setting U [%] t [s]

𝑈0 30 0

0.9 s is already standardized within Stedin’s policy to provide time-
selectivity with the descending network. The time setting of 𝐼𝑛𝑒𝑔 of
R_ZZ1 and R_ZZ2 comply with the already established time settings for
the protection of the ZZ feeders and they do not have to be time-graded
with the rest of the network.

4.1. Fault on an outgoing feeder

An LG fault on the outgoing feeder is simulated to show the algo-
rithm’s selective operation. The fault is simulated on 50% of the feeder
length. The simulation results for this case, when the grid operates
according to Topology 3, are shown in Fig. 6.

As seen in the figure, the IED R_OUT detects the fault quickly (less
than 15 ms) and immediately sends a blocking signal to R_ZZ1. As
a result of that, R_ZZ1 is prevented from operating (the 𝑍𝑍1_𝐼𝑒>.𝑂𝑝
signal remains zero during the fault duration). The fault is cleared
after around 900 ms (the time setting of the 𝐼𝑒> stage of R_OUT) by
tripping only CB3. In this way, the selectivity of the protection scheme
is proved when a fault occurs on an outgoing feeder. The same results
and conclusion are obtained for all four different operational topologies
and various places on the feeder where the fault occurs.

4.2. Fault on the ZZ1 feeder

A particular case that needs to be observed is when the fault occurs
on the ZZ transformer 1 feeder, while ZZ1 and ZZ2 are in service. The
negative (green) and zero-sequence (purple) current distribution, in this
case, is shown in Fig. 7. The dotted purple line represents the capacitive
cable current from the outgoing feeder; however, its magnitude is low
and does not influence the protection algorithm.

From the figure, it is evident that both R_ZZ1 and R_ZZ2 will detect
zero-sequence current components. However, the negative over-current
(𝐼𝑛𝑒𝑔) setting of R_ZZ1 is used to block the 𝐼𝑒> setting in both of them.
Following this, the fault is cleared selectively by tripping only CB4. This
can be seen in Fig. 8, where the fault occurs on the ZZ transformer 1
feeder while the network operates according to Topology 4. As seen
from the results, the Ineg setting of R_ZZ1 operates (𝑍𝑍1_𝐼𝑛𝑒𝑔>.𝑂𝑝)
after the respective time setting expires and trips CB 4. At the same
time, no operational signal is sent to R_IN1 and R_IN2; thus, no trip
signal is sent to CBs 1 and 2 (the signals 𝐵𝑈𝑆1_𝑇𝑅𝐼𝑃 and 𝐵𝑈𝑆2_𝑇𝑅𝐼𝑃
remain at a value of zero during the fault duration). The same results
are observed when the fault occurs on the feeder that connects the
second ZZ transformer to the busbar.

4.3. Busbar section fault

According to the protection scheme logic, when the 𝐼𝑒> setting of
the R_ZZ1 and/or R_ZZ2 is not blocked, the fault is on the busbar
system; namely, the fault may occur in Section 1, Section 2, or the bus
coupler itself. The distinction between a fault in Section 1 and a fault in
Section 2 is made only when the grid operates according to Topology 1,
i.e., when the two sections are separated from each other. The results
of this simulation are presented in Fig. 9. It can be seen that the R_ZZ1
detects this fault, and after the appropriate time setting expires, it
5

Fig. 6. LG fault on the outgoing feeder (Topology 3).

sends the operating command (𝑍𝑍1_𝐼𝑒>.𝑂𝑝) to both R_IN1 and R_IN2.
However, it is seen that only R_IN1 detects a sufficient magnitude of a
zero-sequence voltage, which means that for this IED only, both of the
conditions are fulfilled; thus, it sends a trip signal (𝐵𝑈𝑆1_𝑇𝑅𝐼𝑃 ) to its
respective circuit breaker CB1. During this fault, Section 2 continues
to operate uninterrupted, which shows the selectivity introduced by
adding the second condition. Identical results were observed when the
fault occurred in Section 2.

For the other three topologies, when the busbar sections are cou-
pled, faults are simulated on Section 1, Section 2, and the bus section
coupler. For all of the topologies, it was observed that the protection
scheme successfully detects and clears the fault, regardless of their
exact location on the busbar system. This leads to the result that the
proposed scheme is able to detect and clear the LG busbar faults. When
the two (or multiple) sections of the busbar system are de-coupled, it
can selectively clear the fault on the faulty section while the rest remain
energized.

4.4. Angle of inception and fault resistance

Simulations were carried out with different inception angles of the
fault: 0◦, 30◦, 60◦, and 90◦. For all of the cases, it could be seen
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Fig. 7. Zero-sequence and negative-sequence current distribution when two ZZ
transformers are connected and an LG fault occurs on one of the ZZ feeders.

Fig. 8. LG fault on ZZ transformer 1 feeder (Topology 4).
6

Fig. 9. LG fault on Section 1 (Topology 1).

that the angle of inception does not influence the protection scheme.
The inception angle may add up only to a few more milliseconds of
detection time. Since this scheme is intended for busbar protection in
distribution systems (where usually a bigger time margin for clearing
the faults is allowed), it is not expected that a small delay will present
a jeopardizing factor.

The fault resistance was also varied to see whether or not it affects
the protection scheme, mainly because of the introduction of the sec-
ond criterion for detecting the zero-sequence voltage. The simulations
observed that the scheme could not detect the busbar faults when the
fault resistance is 13 Ω or higher.
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The goal of this protection scheme is to serve as busbar protection in
cable distribution grids, and the fault resistance is not considered as a
limitation in the operation of the protection scheme. However, suppose
higher fault resistances are to be expected in the network. In that case,
the threshold of the zero-sequence voltage setting can be lowered to
increase the scheme’s sensitivity.

5. Conclusions

This paper presents a distributed scheme of busbar protection
against LG faults in impedance-earthed distribution networks. The
protection scheme uses only non-directional over-current IEDs, the
most typical protection IEDs in the distribution networks; hence, it
is based on the already available infrastructure. Additionally, a zero-
sequence voltage detection of the IEDs on the incoming feeders is
required, which is also a standard setting in most of the distribution
IEDs.

The reason that we developed this scheme is that historically, the
10 kV Stedin grid has been developed in this way, and there are
many substations with this topology. Therefore, the proposed solution
is innovative, easy, cheap and does not require investment in more
relay equipment.

The scheme considers the distribution of the zero-sequence cur-
rent component during a single-phase-to-ground fault event. This is
obtained by the 𝐼𝑒> settings of the non-directional over-current IEDs
n the feeders. Based on the detection of the zero-sequence current, it
s decided whether the fault is on the busbar system or on one of the
utgoing feeders.

The incoming feeders IEDs also consider the presence of the zero-
equence voltage to distinguish between the faulty and healthy sections
hen possible.

This implies that the scheme operates on the two-out-of-two prin-
iple. Additionally, by introducing two criteria, the chance of the
ccurrence of misoperation due to maintenance and human errors is
educed.

The IEDs’ communication is achieved using the IEC 61850 protocol
ver an Ethernet network. The paper shows that by using distributed
rotection schemes, where communication is vital, protection functions
an be realized with the already available IED infrastructure.

The scheme is successfully implemented and tested in a real-life
nvironment using HiL simulation. The simulation results prove the
electivity between a fault on an outgoing feeder and a fault on the
usbar system. For all of the simulated scenarios, no false trips were
dentified.

The proposed method has yet to be tested in the case of unbalanced
ystems. However, it is not expected that a zero-sequence current due
o a possible unbalance would jeopardize the scheme. The unbalance
ould be detected by at least one outgoing feeder (most likely the out-
oing feeder where the most significant unbalanced load is connected).
s the outgoing feeders IEDs have the same (or smaller) threshold for

he zero-sequence current, they will send a blocking signal to prevent
alse busbar tripping. Therefore, unbalanced systems are not expected
o lead to false trips of the busbar system.

It is also noticed that the communication between the IEDs does not
ntroduce any significant time latency to the protection scheme opera-
ion due to the strict time requirements for the GOOSE communication.
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